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1
Decision/action requested

This contribution proposes the scope for the new TR 33.739 on edge computing. 
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3
Rationale

As the [1] has progressed well, and include the specific key issue on improvements to roaming for support access to EHE (Edge Hosting Enviornment) in a VPLMN, there is a need to propose the related key issue for addressing the security aspect for this scenario which is missing in Rel-17 Edge Computing work. 
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Detailed proposal

It is proposed to approve the following change.
************************Start of the first change**********************
5.2.x

Key issue #2.x: Authentication and Authorization when EHE in a VPLMN
5.2.x.1 
Key issue details 

5GS is improving to support the UE access to an EHE in a VPLMN, which implies the possible deployment scenario is the Edge Data Network, e.g. ECS is located in the VPLMN while the UE is in the VPLMN. There are two scenarios are set to be studied from architecture perspective, i.e. UE accessing EHE in VPLMN via a Local Breakout PDU Session and UE accessing EHE in VPLMN via a PDU Session via PSA (PDU Session Anchor) established as HR. 
5.2.x.2
Threats

The unauthenticated and unauthorized UEs may be able to consume the services provided by an EHE in a VPLMN.
5.2.x.3
Potential security requirements 

5GS shall authenticate and authroize the UE to use the EHE in a VPLMN.
************************End of the first change**********************
